
Case Study
Kompanion Bank
Kompanion Bank has implemented Endpoint Protector to secure and protect their
customers’ Personally Identifiable Information (PII) and sensitive data.

Industry: Banking

Challenge Cost-effective data security without compromising personal space
of employees, but with control of personal messengers (such as
Telegram)

Solution Implementing the Endpoint Protector Virtual Appliance

Results Complete control of PII, intuitive and efficient monitoring of data,
granularity

Challenge
As a company in the banking industry, Kompanion Bank needed to secure an extensive
range of financial and PII. They were looking for a solution that would add a layer of security
without intrusively violating employees` personal digital space. The task was challenging
because their team is actively using chats such as Telegram for internal communication.
Among the key features, the product had to provide granular control of the policy.

The Solution
Kompanion Bank had been using another popular Data Loss Prevention (DLP)
solution for years but was looking for a more sufficient one on the market. They decided that
the Endpoint Protector from CoSoSys met all their criteria while being the most cost-effective
option.
Proof of concept was conducted with full support of CoSoSys and a local partner, and all the
cases tested showed that Endpoint Protector would be able to replace an existing solution.
Additionally, during the Proof of Concept, Kompanion Bank was able to check the level of
support provided by CoSoSys and the local partner.
The deployment process ran as expected, and the user-friendly interface along with the
support and services offered by CoSoSys were ranked as excellent. Endpoint Protector has
fully replaced the previous solution and enriched the available functionality for the security
department.

Why Endpoint Protector?
● Extremely granular
● Block of unauthorized PII transfer
● Control of chats and messengers
● Works with existing security products
● Non-intrusive to employees` personal information and digital space



● Quick server-client response to policy changes
● Straightforward deployment
● Intuitive and user-friendly interface
● Competitive pricing
● Excellent support and services

“The implementation was very quick and we started identifying non-compliant behaviors
straight away. We have used other DLP solutions in the past and I can say that the EPP
DLP is way better than the others in helping us meet our compliance needs.”

Aliaskar Kubanychbek uulu
Head of Information Security department


